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Trademarks and Tradenames

3DNS, Access Policy Manager, Acopia, Acopia Networks, Advanced Client Authentication, Advanced

Routing, AAM, Application Acceleration Manager, AFM, Advanced Firewall Manager, APM, Application Security
Manager, Applications without Constraints, ARX, AskF5, ASM, BIG-IP, BIG-IP EDGE GATEWAY, BIG-1Q, Cloud
Extender, CloudFucious, Clustered Multiprocessing, CMP, COHESION, Data Manager, Defense.Net, defense.net
[DESIGN], DevCentral, DevCentral [DESIGN], DSI, DNS Express, DSC, Edge Client, Edge Gateway, Edge Portal,
ELEVATE, EM, Enterprise Manager, ENGAGE, F5, F5 [DESIGN], F5 Agility, F5 Certified [DESIGN], F5 Labs, F5
Labs [DESIGN], F5 Management Pack, F5 Networks, F5 Synthesis, f5 Synthesis, F5 TMOS, F5 World, Fast
Application Proxy, Fast Cache, FirePass, Global Traffic Manager, GTM, GUARDIAN, IBR, Intelligent Browser
Referencing, iCall, Intelligent Compression, IPv6 Gateway, iApps, iControl, iHealth, iQuery, iRules, iRules
OnDemand, iSession, iWorkflow, L7 Rate Shaping, LC, LineRate, LineRate [DESIGN], LROS, LineRate Operating
System, LineRate Point, LineRate Precision, Link Controller, Local Traffic Manager, LTM, Message Security
Manager, MobileSafe, MSM, Netcelera, OneConnect, Packet Velocity, Protocol Security Manager, PSM, Policy
Enforcement Manager, PEM, Point Load Balancer, Ready Defense, Real Traffic Policy Builder, SAM, ScaleN, Secure
Access Manager, Signaling Delivery Controller, SDC, Solutions for an application world, Software Defined
Application Services, SDAS, SalesXchange, SalesXchange [DESIGN], Silverline, SSL. Acceleration, SSL
Everywhere, SSL Orchestrator, StrongBox, SuperVIP, SYN Check, Synthesis, Synthesis [DESIGN], TCP Express,
TechXchange, TechXchange [DESIGN], TotALL, TDR, TMOS, Traffic Management Operating System,
TrafficShield, Traffix, Traffix [DESIGN], Transparent Data Reduction, UNITY, VAULT, VE F5 [DESIGN], Versafe,
Versafe [DESIGN], VIPRION, vCMP, Virtual Clustered Multiprocessing, WA, WAN Optimization Manager, WAN
Optimization Module, WANJet, WebAccelerator, WebSafe, WOM, and ZoneRunner are trademarks or service marks
of F5 Networks, Inc., or its subsidiaries in the U.S. and other countries. Any other trademarks, service marks and/or
trade names appearing in this document are the property of their respective owners.

Unless the context otherwise requires, in this Annual Report on Form 10-K, the terms “F5 Networks,” “the Company,” “we,’
“us,” and “our” refer to F5 Networks, Inc. and its subsidiaries. Our fiscal year ends on September 30, and fiscal years are
referred to by the calendar year in which they end. For example, “fiscal year 2016 and “fiscal 2016” refer to the fiscal
year ended September 30, 2016.

Forward-Looking Statements

This Annual Report on Form 10-K contains forward-looking statements within the meaning of Section 21E of the
Securities Exchange Act of 1934 and Section 27A of the Securities Act of 1933. These statements include, but are not
limited to, statements about our plans, objectives, expectations, strategies, intentions or other characterizations of
future events or circumstances and are generally identified by the words “expects,” “anticipates,” “intends,” “plans,” “believes,
“seeks,” “estimates,” and similar expressions. These forward-looking statements are based on current information and
expectations and are subject to a number of risks and uncertainties. Our actual results could differ materially and
adversely from those expressed or implied by these forward-looking statements. Factors that could cause or contribute

to such differences include, but are not limited to, those discussed under “Item 1A. Risk Factors” below and in other
documents we file from time to time with the Securities and Exchange Commission. We assume no obligation to

revise or update any such forward-looking statements.
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Item 1. Business

General

F5 Networks is the leading developer and provider of software defined application services designed to ensure that
applications delivered over Internet Protocol (IP) networks are secure, fast and available to any user, anywhere,
anytime, on any device. Our core technology is a full-proxy, programmable, massively-scalable software platform
called TMOS (Traffic Management Operating System).

Introduced in 2004, the TMOS platform supports the industry’s broadest array of application services, including local
and global traffic management, network and application security, access management, web acceleration and a number
of other network and application services. These services are available as software modules that can run individually
or as part of an integrated solution on our high-performance, scalable, purpose-built BIG-IP appliances and
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chassis-based VIPRION systems; or as software-only Virtual Editions that run on major hypervisors in public and
private clouds. Our cloud-based Silverline software-as-a-service (SaaS) offerings allow customers to subscribe to
online denial-of-service protection and application security services. In conjunction with our BIG-IQ management
software, the availability of our application services as software on our purpose-built hardware, software-only and
Silverline subscription services gives customers the flexibility to create a dynamic hybrid infrastructure with
consistent policies and centralized management across public and private clouds as well as traditional data centers.
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The core features and functions of TMOS enable our products to inspect and modify the content of IP traffic flows at
network speeds and sessions between users and applications and support a broad and growing array of services.
iRules, a built-in scripting language, enables customers and third parties to write customized rules to inspect and
modify traffic. TMOS also has an open software interface called iControl, which allows our products to communicate
with one another and with third-party products; a set of powerful features called iApps that speed deployment of our
services and give users an application-centric view of how applications are managed and delivered; and a scripting
framework called iCall that lets users configure their F5 devices inline.

The majority of our revenue today is derived from sales of BIG-IP and VIPRION products. Our hardware products
include our BIG-IP family of appliances and our scalable VIPRION systems, and a new line of security appliances.
These purpose-built devices integrate industry-standard components, such as Intel based general-purpose processors,
high performance cryptographic offload components, and FPGAs (Field-Programmable Gate Arrays). The
architecture of these systems is designed to accelerate and optimize the performance of our software by offloading
repetitive, compute-intensive functions such as encryption and compression to specific components, and enabling
complex application-layer processing at network speed. Typically deployed in front of web and application servers,
our hardware products deliver massive performance and scalability that enable customers to consolidate multiple
application services on a single device. This consolidation reduces their total cost of ownership and helps drive down
operating costs by simplifying the management of servers and applications.

As information technology architecture continues to evolve, there is growing demand for software-only application
services that can be deployed in virtual environments next to each instance of an application. Our Virtual Edition (VE)
products are software-only versions of the same application delivery services we sell as modules on our purpose-built
hardware. Designed to run on all standard hypervisors, they are portable across major cloud environments, deliver
faster throughput than competing products, and offer the broadest array of integrated application services available.
While VEs have lower performance than our hardware-based solutions, they give customers the flexibility to deploy a
mix of integrated application services as needed, spin them up and down with each instance of an application, and
move them easily between traditional data centers and private or public clouds.

Whether they are deployed as VEs or as modules on our purpose-built hardware, all of our application delivery
services can be centrally managed from our BIG-IQ management platform.

In addition to our VEs and hardware-based solutions, our cloud-based Silverline SaaS platform gives customers the
option to subscribe to enterprise-grade application delivery services available online. Current Silverline services
include DDoS protection and application security. Subscriptions include 24/7 access to our Security Operations Center
(SOC) support teams.

Our products also include our Traffix solutions for Diameter signaling and routing, load balancing and gateway
connectivity, designed to enable service providers to meet the multiple challenges associated with the growth of
mobile data.

In connection with our products, we offer a broad range of services including consulting, training, installation,
maintenance and other technical support services.

F5 Networks was incorporated on February 26, 1996 in the State of Washington. Our headquarters is in Seattle,
Washington, and our mailing address is 401 Elliott Avenue West, Seattle, Washington 98119. The telephone number
at our executive offices is (206) 272-5555. We have subsidiaries or branch offices in Argentina, Australia, Belgium,
Brazil, the British Virgin Islands, Canada, Chile, China, Colombia, Croatia, Finland, France, Germany, Hong Kong,
India, Israel, Italy, Japan, Kingdom of Saudi Arabia, Malaysia, Mexico, Netherlands, New Zealand, Norway, Poland,
Russia, Singapore, South Africa, South Korea, Spain, Sweden, Taiwan, Turkey, the United Arab Emirates and the
United Kingdom. Our annual reports on Form 10-K, quarterly reports on Form 10-Q, current reports on Form §-K and
all amendments to those reports are available free of charge on our website, www.f5.com, as soon as reasonably
practicable after they are electronically filed with the Securities and Exchange Commission. Copies of these filings
may also be obtained by visiting the Public Reference Room of the SEC at 100 F Street, NE, Washington, D.C.
20549, or by calling the SEC at 1-800-SEC-0330. In addition, the SEC maintains a website (www.sec.gov) that
contains current, quarterly and annual reports, proxy and information statements and other information regarding
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issuers that file electronically.
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Industry Background

Growth and Evolution of IP-Based Infrastructures

Internet Protocol (IP) is a communications language used to deliver applications and data over the Internet. For more
than two decades, large business and government organizations have been gradually replacing older data center
architectures with IP-based infrastructures, deploying new IP-based applications and replacing or upgrading legacy
applications with new IP-enabled versions. This trend has been accompanied by the proliferation of mobile devices
such as smartphones, tablets and laptops that allow users to access data and applications from almost anywhere. At the
same time, virtualization of data centers and networks and the emergence of public clouds have given rise to dynamic
hybrid infrastructures where applications are increasingly hosted off-premise as well as in traditional data centers and
can move freely between locations as demand or other circumstances require.

Emergence of the Dynamic Data Center and Hybrid IT Infrastructures

From a broad perspective, the goal of IT organizations is to optimize the secure delivery of applications to users
wherever they are and whenever they need them, regardless of where those applications exist. Server virtualization has
enabled organizations to group or partition data center resources to meet user demand and reconfigure these virtual
resources easily and quickly as demand changes. More recently, Software Defined Networks (SDN) offer
organizations ways to reduce costs, increase the flexibility, and simplify the deployment and management of IT
infrastructure through network virtualization. Many organizations are also taking advantage of the growing
availability of external private and public cloud resources as a flexible, secure and reliable alternative to owning and
managing everything themselves. As a result, IT infrastructure has become increasingly dynamic, complex and reliant
on IP-based networks for the delivery of applications and data.

At the same time, these changes have created new challenges to the security of IP networks and the applications and
data accessible over the Internet. With increasing frequency, sophisticated denial-of-service attacks have exposed a
major vulnerability in the security perimeter of corporate networks by overwhelming firewalls and effectively shutting
down the networks. In addition, many network-level security threats are directly related to the improper use of the
same protocols applications depend on to transmit data. Intrusion detection and prevention devices, which rely on
signature databases of known threats, afford some protection against these types of attack. However, they offer no
protection against many of the most common threats, including information leakage, content spoofing, cross-site
request forgery or “day zero” attacks designed to exploit a variety of application vulnerabilities.

In addition to preventing the threat of attacks designed to disrupt, destroy or block access to network applications,
organizations are faced with the equally daunting challenge of controlling access to applications and data. The
proliferation of mobile devices has given users with smart phones, tablets, and laptops the ability to access corporate
private and public data centers from virtually anywhere. This, in turn, has increased the difficulty of ensuring that
mobile users are able to access applications and data for which they are authorized, and that applications and data are
protected from access by unauthorized users.

Need to Optimize the Secure Delivery of Applications and Data

With the ongoing evolution and increasing complexity of IT infrastructures, there is a growing need to optimize the
secure delivery of applications and data over IP networks. IP-based traffic passing between end-user devices and
servers is divided into discrete packets that travel by multiple routes to their destination where they are reassembled.
The disassembly, routing, and reassembly of transmissions are relatively straightforward and require little intelligence.
By contrast, managing, inspecting, modifying, redirecting and securing application traffic going to and from servers
requires intelligent systems capable of performing an expanding array of functions. Broadly speaking, all of those
functions are aspects of application delivery.

Application Delivery Services dynamically manage, secure and optimize the flow of traffic between users and servers
(physical or virtual), freeing up other resources by offloading common network functions, such as encryption,
IPv4/IPv6 translation, compression, authentication, rate-shaping, and a variety of specialized functions, including
network and application security services, policy management, and WAN optimization, that would otherwise have to
be coded into applications. Since most large enterprises have hundreds — if not thousands — of applications, it isn't
practical to replicate these functions within each instance of an application and maintain consistent policies across a
broad spectrum of different applications. In traditional data centers, it has been common practice to deploy an array of
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point products in front of server farms to provide various services, but that typically requires integrating, maintaining
and upgrading disparate technologies from different vendors, a process that is time-consuming and expensive in terms
of both capital and operating costs. From a security standpoint, it is also much more difficult to audit traffic passing
through multiple devices. In such environments, a more practical and efficient solution is a comprehensive set of
integrated application delivery services on a single, high-performance device. In virtual and
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cloud environments where flexibility is a priority, software designed to run on standard hypervisors provides the same
services and many of the benefits associated with hardware-based solutions.

Although application delivery services are broadly applicable within enterprise and service provider IT infrastructures,
service providers face unique challenges as they attempt to modernize and scale their networks to deal with the flood
of data generated by smart phones, tablets, wearables and other mobile devices. To cope with these challenges, service
providers are migrating legacy 2G/3G infrastructures to 4G/LTE networks and Evolved Packet Core (EPC) data
centers that require an array of network and application services. Today, most of those services are deployed on
separate appliances from different vendors, and service providers are actively seeking solutions that will enable them
to lower costs and improve reliability and performance by consolidating services and reducing the number of devices.
Increasingly, they are also demanding software solutions designed to run on commodity hardware that can be
repurposed as needed. To cope with the dramatic increase in signaling traffic associated with 4G/LTE networks, the
challenges of migrating legacy infrastructure, and the need to integrate charging and enforcement functions with
subscriber data, service providers have also adopted the Diameter signaling protocol as the de facto standard for
communication within their evolving data centers.

F5’s Strategy

Our goal is to lead the industry in providing IP network services that ensure the safe, fast and reliable delivery of
applications to any user, anywhere, anytime regardless of a user's location or where the application resides. These
services include availability, security, performance, mobility, and identity. They also include managing and
orchestrating resources, as well as coordinating services across multiple data centers, networks and cloud-based
resources. Our products are designed to be strategic points of control in the IT infrastructure that allow business
policies to be implemented where information is exchanged. Key components of our strategy include:

Offering a complete, integrated suite of application services.

Since the introduction of TMOS, we have developed TMOS-based versions of our own legacy products, such as Local
Traffic Manager (LTM), BIG-IP DNS and Link Controller; new products, such as Advanced Firewall Manager
(AFM), Carrier Grade Network Address Translation (CGNAT) and Policy Enforcement Manager (PEM); and
products that incorporate acquired technology, including Application Security Manager (ASM), Application
Acceleration Manager (AAM), Access Policy Manager (APM) and our end-user protection services, WebSafe and
MobileSafe. All of these products are currently available as integrated software modules on our BIG-IP and VIPRION
hardware and as Virtual Editions that run on any standard hypervisor. Recently, we introduced our first stand-alone
security appliances, DDoS Hybrid Defender and SSL Orchestrator. In addition, we offer online DDoS protection and
application security as subscription services on our cloud-based Silverline SaaS platform. Regardless whether these
services are deployed as software-only solutions or as modules running on our purpose-built hardware, our BIG-1Q
management platform allows customers to apply and update consistent policies across all of their F5 services from a
centralized resource. We believe this approach addresses the needs of today's evolving hybrid infrastructures and
sharply differentiates our products from our competitors’ offerings.

Investing in technology to meet evolving customer needs.

We meet with our customers often, and we host an annual invitational customer advisory board to ensure that our
development efforts are aligned with their needs. We continue to invest in research and development efforts that
leverage the unique attributes of our TMOS platform to deliver new features and functions that address the complex,
changing needs of our customers. Although the bulk of our investment is software development, concurrent
development of tightly integrated hardware that delivers consistent, guaranteed high-performance is a key part of our
investment strategy. We also look for opportunities to acquire technologies that will enable us to broaden the scope of
our offerings and expand into adjacent markets.

6

10



Edgar Filing: F5 NETWORKS INC - Form 10-K

Table of Contents

Expanding our addressable market.

Since the introduction of TMOS, we have continually expanded our addressable market and the definition of
application delivery through the acquisition and development of new technology. In 2003, for example, we entered the
market for secure remote access through the acquisition of uRoam, Inc. and its FirePass SSL. VPN technology that has
become the core of our current Access Policy Manager (APM) offering. The following year we entered the web
application firewall market with the acquisition of Magnifire Websystems, Inc. and its TrafficShield security
appliance, which became the foundation of our Application Security Manager (ASM). In 2013, we introduced
Advanced Firewall Manager (AFM), our network firewall. In 2013, we also continued to expand our security
offerings with the acquisition of Versafe, a provider of web anti-fraud, anti-phishing, and anti-malware solutions, and
in 2014 we acquired Defense.Net, a cloud-based DDoS protection service that complements our on-premise DDoS
solution and is currently available on our Silverline SaaS platform. During fiscal year 2016, we added new standalone
security appliances, DDoS Defender and SSL Orchestrator, to our family of security products. These products are all
integral components of our comprehensive Security offering and tightly integrated with LTM and the other features
and functions available on our products. As a result of this strategy and our development and acquisition of
technology in other related markets such as WAN optimization, Java Script programming, and Diameter signaling and
routing, we believe our current addressable market is significantly broader and more diverse than the ADC market as
industry analysts have traditionally defined it.

Continuing to build and expand relationships with strategic technology partners.

Early on, we developed strategic technology partnerships with enterprise software vendors, such as Microsoft, Oracle,
VMware and others, who had an established presence in large enterprises. By taking advantage of iControl, our open
application programming interface, and iCall, a scripting framework that provides the ability to define data plane
events such as threshold breaches and adjust the behavior of our products accordingly, these vendors were able to
equip their applications to control our products in the network, enhancing overall application performance. In return,
they provided us significant leverage in the selling process by recommending our products to their customers. More
recently, we have worked closely with several of these vendors to develop configurations of our products, called
1Apps, that are specifically designed to simplify deployment and optimize the performance of their applications. These
solutions are available as templates which allow quick and easy configuration of our products for specific
applications.

Within the past two years, we have developed partnerships with Cisco, HP, Microsoft and VMware to provide
integrated application services for their Software Defined Networking (SDN) offerings. In addition, we have
established partnerships with Amazon AWS, Microsoft Azure, VMware vCloud Air, Cisco ACI and many others to
provide cloud-based application services and solutions. We plan to continue building on our existing relationships and
to extend our competitive edge by developing new strategic partnerships with other technology leaders.

Leveraging DevCentral, our online community of network architects and developers.

Customization of our TMOS-based products using iRules enhances their “stickiness” by allowing customers to solve
problems in both their applications and their networks that would be difficult if not impossible to solve by other
means. To promote the use of iRules, we host an online community, DevCentral, where customers and partners
discuss and share the ways in which they use iRules to solve problems and enhance the security, performance and
availability of applications. A corollary benefit is that many of the iRules solutions posted by DevCentral participants
have become standard features in new releases of TMOS. DevCentral also provides a valuable window into our
customers’ constantly evolving needs that guide our product development.

F5 Solutions

Our integrated family of TMOS-based application services are available as software modules on our purpose-built
hardware, as software-only Virtual Editions, or VEs, that run on standard hypervisors, and as online services on our
Silverline SaaS platform. These products function as strategic points of control in IP networks, inspecting, modifying
and directing traffic to optimize the security, availability and delivery of applications and data to any user, anywhere,
anytime and on any device. Our Traffix Diameter signaling and routing solutions address the complex needs of
service providers and complement our TMOS-based products by enabling fast, reliable communications among the
elements of their legacy infrastructures and their evolving packet-based 4G/LTE networks and data centers. We
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believe our products offer the most intelligent services and advanced functionality in the marketplace along with
performance and flexibility that enable organizations to simplify management of their IP networks and data center
operations by integrating disparate resources to reduce operating costs, enhance productivity and improve service to
employees, customers and partners.

Since 2004 we have expanded the breadth of features and functionality we offer well beyond the scope of application

delivery networking as it has been traditionally defined. Today, we also offer solutions that include application
security, secure
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remote access, firewall protection, WAN optimization, access policy management, carrier grade network address
translation, Diameter signaling policy enforcement, and fraud detection, opening up large opportunities in several
adjacent markets.
Software
The core of our application delivery technology is TMOS, our Traffic Management Operating System, introduced in
September 2004. The full-proxy characteristics of the TMOS architecture enable our products to intercept, inspect and
act on the contents of traffic from virtually every type of IP-enabled application. In addition, the modularity of the
TMOS architecture allows us to deliver tightly integrated solutions that secure, optimize and ensure the availability of
applications and the networks they run on.
Traffic Management Operating System (TMOS)
Since TMOS was launched, we have added thousands of new features designed to interpret and act on specific content
in the traffic passing between users and applications. TMOS includes several features and functions that are unique to
our products:
1Apps is a set of portable, customizable, reusable templates that enable the rapid and predictable deployment of our
products in front of dozens of applications from vendors including Cisco, Citrix, Microsoft, Oracle and VMware.
1Apps also allows customers and partners to create templates that simplify the deployment and provisioning of their
own applications.
iCall is a control plane scripting framework that provides the ability to define data plane events such as threshold
breaches and adjust the behavior of our products accordingly. iCall enables administrators to react to specified data
plane events by executing services on the management plane. It can also be used periodically to manage backups or
repopulate DNS, or to provide regularly scheduled services such as configuration audits.
iRules is a powerful, built-in scripting language that enables users to customize how our products intercept, inspect,
transform, and direct inbound or outbound application traffic.
ScaleN is a set of three unique capabilities that enhance the flexibility of our products:
Clustered Multiprocessing (CMP) allows customers to cluster and aggregate processors (cores) within BIG-IP
appliances or VIPRION chassis products.
Virtual Clustered Multiprocessing (vCMP) enables the creation of separate virtual instances of TMOS within an
appliance or chassis, each with a different configuration and assigned to a different application.
Device Service Clustering (DSC) gives customers the ability to group devices and services across an array of
physical and virtual devices (BIG-IP appliances, VIPRION chassis, or Virtual Editions). Devices can be added
to or removed from a DSC without disrupting application services, and application services can be
independently managed within the cluster.
TMOS includes features that enhance the ability of our products to protect and hide networks and applications from
denial-of-service attacks and other types of security threats. Other enhancements include gateway support for software
defined networks (SDN), symmetrical and asymmetrical application acceleration, subscriber and application aware
enforcement for service providers, management and orchestration of multiple devices, and improved visibility that
allows customers to monitor and record the performance of applications and users. The latest release of TMOS
(BIG-IP 12.1) delivers leading application services with enhanced public cloud integration and more sophisticated
security policies for on-premises and hybrid cloud environments. Enhancements in iRules LX enable programmability
across traditional, cloud, and hybrid architectures and leverage an extensive Node.js library that allows DevOps teams
to create customized services quickly and easily.
Software Modules and Virtual Editions
The features and functions embedded in TMOS support a family of integrated software services that cover a broad
range of application-aware network functions from load-balancing to security. These services are available as software
modules designed to run on our purpose-built hardware and as software only Virtual Editions designed to run on any
standard hypervisor.
Local Traffic Manager (LTM) provides intelligent load-balancing, traffic management and application health
checking.
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BIG-IP DNS (DNS) improves the performance and availability of global applications by intelligently directing users
to the closest or best-performing physical, virtual, or cloud environment. In addition, it enhances DNS security by
automatically scaling to absorb a rapid increase in queries resulting from a denial-of-service attack and mitigates
complex threats from malware and viruses by blocking access to malicious IP domains.
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Link Controller: For organizations with more than one Internet Service Provider (ISP), Link Controller monitors the
health and availability of each connection. In the event of a failure, traffic is dynamically directed across other
available links so users and external customers stay connected. Link Controller includes an optional compression
feature that reduces WAN link bandwidth for lower ISP costs and cuts down on bandwidth bottlenecks for faster
application delivery.
Advanced Firewall Manager (AFM) is a high-performance network firewall designed to ensure that traffic isn’t
interrupted even under the most intense attacks. AFM scales to support millions of concurrent connections per second
and uses the flexibility of iRules, sophisticated filtering, immediate blacklisting, and over a hundred built-in threat
vectors to identify and mitigate DDoS attacks. We also offer a carrier-class version of AFM designed to meet the
rigorous requirements of an S/Gi firewall in service provider networks.
Application Security Manager (ASM) is a web application firewall that provides comprehensive, proactive,
application-layer protection against both generalized and targeted attacks. Combining a positive security model (“deny
all unless allowed”) with signature-based detection, ASM can prevent “day-zero” attacks in addition to known security
threats.
Access Policy Manager (APM) provides secure, granular, context-aware access to networks and applications while
simplifying authentication, authorization, and accounting (AAA) management. Our endpoint security service validates
client devices, including personal devices used by employees to access corporate applications and data, to protect
organizations from viruses or malware infections, accidental data loss, and rogue device access. This allows users to
apply repeatable access policies across many devices, networks, applications and servers with centralized visibility of
their authorization infrastructure.
Carrier-Grade Network Address Translation (CGNAT) offers a broad set of tools that enables service providers to
successfully migrate to [Pv6 while continuing to support and interoperate with existing IPv4 devices and content.
BIG-IP CGNAT offers service providers tunneling solutions with Dual-Stack Lite capabilities as well as native
network address translation solutions such as NAT44 and NAT64. It provides carrier-grade scalability by offering a
very high number of IP address translations, very fast NAT translation setup rates, high throughput, and high-speed
logging.
Policy Enforcement Manager (PEM) offers service providers a comprehensive set of traffic classification capabilities
to accurately identify the specific applications and services subscribers are using and how they’re using them. This
information allows them to steer application and subscriber traffic to the most appropriate value-added services (such
as web caching, video optimization, or parental control) and reduce the burden on other services. PEM also provides
deep reporting, enabling service providers to build tailored services and packages based on subscribers’ application
usage and traffic classification.
All software modules and Virtual Editions can be licensed individually. In addition, our “Better” and “Best” offerings
bundle certain modules or VEs and are sold at a discount to the price customers would pay if each of the included
items were purchased separately. We also offer a variety of licensing options for VEs, including subscriptions, utility
pricing, and volume licensing.
Cloud-Based Subscription Services
Silverline is a SaaS platform that allows customers to subscribe to application services running on our own
high-performance, massively-scalable hardware in cloud-based points of presence around the globe. Two services are
currently available on Silverline: DDoS protection and Web Application Firewall (WAF). Depending on the level of
protection they require, customers can route traffic through Silverline 24/7 or only when an attack is detected. For
customers who want to minimize the upfront costs and expense of maintaining on-premise solutions, these services
are an easy and affordable alternative. For large enterprises, subscribing to these services in conjunction with our
on-premise DDoS solution (AFM) and application firewall (ASM) can provide a first line of defense against attacks
before they reach the data center.
Other Subscription Services
. WebSafe and MobileSafe are software modules that inject code into traffic between a large enterprise, such as
a major financial institution, and its online customers or clients. The code is then downloaded transparently
onto the client device and provides real-time protection against malware, phishing, and other cyberthreats,
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including fraud, without any impact to the user experience. WebSafe protects against all web-based threat
types, and MobileSafe protects against advanced threats targeting the mobile user.
Secure Web Gateway Services is a function of APM that protects enterprises against both inbound and outbound
malware. Integrated with cloud-based threat intelligence provided by Websense, Secure Web Gateway enables
enterprises to manage user access to websites, as well as to hundreds of web-based applications, protocols, and
videos, ensuring adherence to corporate acceptable use policies, and compliance regulations.
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IP Intelligence uses contextual awareness and analysis of traffic and constantly refreshed data from a global

threat-sensor network to block threats from a dynamic set of high-risk IP addresses.
Diameter Signaling and Routing
Traffix Signaling Delivery Controller: The Diameter signaling protocol is a de facto standard adopted by service
providers to deal with the massive increase in signaling traffic that has accompanied the mobile industry’s transition to
4G/LTE networks. The Traffix Signaling Delivery Controller (SDC) is a software platform consolidating Traffix’s
widely deployed Diameter Gateway, Diameter Load Balancer and Diameter Router solutions to deliver cost-effective
connectivity, scalability and control to service providers migrating from legacy infrastructures to LTE and IMS
networks. Traffix SDC solutions include interoperability of legacy and next-generation networks, mobile and fixed
elements, and all third-party vendors.
Hardware
All of our purpose-built hardware products are designed to enhance the performance of our software. Currently we
offer two types of hardware configurations: BIG-IP appliances; and our chassis-based VIPRION products. Both
BIG-IP and VIPRION run TMOS and support all of our product software modules. We also sell specialty appliances
that integrate specific software services and are only available as standalone products.
Data sheets for all of our hardware platforms are available in the products section of our website.
BIG-IP Appliances
Products in our family of BIG-IP appliances differ primarily in their performance characteristics resulting from the
hardware components and configurations that make up each system. Our current line of BIG-IP appliances includes
BIG-IP 2000 series, BIG-IP 4000 series, BIG-IP 5000 series, BIG-IP 7000 series, BIG-IP 10000 series and BIG-IP
12000 series. During the fourth quarter of fiscal year 2016, we began the rollout of a complete refresh of the BIG-IP
appliance family that will replace all current products and is scheduled for completion during the first quarter of fiscal
year 2017. Enhancements in performance, scalability and hardware programmability will enable all the new products
to run all of our software services, including virtual clustered multiprocessing (vCMP), which allows complete
segmentation of BIG-IP systems into independent virtual BIG-IPs.
VIPRION Chassis-Based Systems
Currently we offer four chassis-based systems: VIPRION 4800, VIPRION 4480, VIPRION 2400 and VIPRION 2200.
VIPRION’s unique architecture distributes traffic across all available processors and allows customers to add or
remove blades without disrupting traffic. It also helps customers simplify their networks by consolidating application
delivery services, saving management costs as well as power, space, and cooling in the datacenter. During the third
quarter of fiscal year 2016, we introduced the VIPRION 4450 blade for VIPRION 4800 (our 8-blade chassis) and
VIPRION 4480 (our 4-blade chassis). Each blade delivers 100Gb of throughput, and a fully loaded VIPRION 4800
can support more than 1 billion concurrent connections.
Management and Orchestration
BIG-IQ Centralized Management
BIG-IQ Centralized Management is an intelligent management framework that enables customers to manage their F5
devices across on-premise data centers and public and private clouds. From a single console, customers can:
Manage up to 200 physical and/or virtual BIG-IP devices, including inventory, status, backups, updates and upgrades,
and handle licensing for up to 5,000 virtual devices, spinning them up or down as needed.
Manage configurations and policies for F5 security products and view reports and alerts for recognized security
events.
BIG-IQ Centralized Management is available as a Virtual Edition or as an enterprise-grade appliance.
iWorkflow
iWorkflow is a software platform designed to accelerate the deployment of applications and services, while reducing
exposure to the operational risk that comes with manual processes. Available as a virtual appliance, iWorkflow lets
customers deploy configurable, administrator-defined application policies, in the form of iApp templates, in minutes
rather than days. Compatible with a range of technologies and platforms, including Cisco APIC and VMware NSX, as
well as BIG-IP, iWorkflow’s REST API enables easy integration with third-party management and orchestration
systems.
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Product Development

We believe our future success depends on our ability to maintain technology leadership by continuing to improve our
products and by developing new products to meet the changing needs of our customers and partners. Our product
development organization, which includes product management and marketing, employs standard processes for the
development, documentation and quality control of software and systems that are designed to meet these goals. These
processes include working with our business development and marketing teams, customers and partners to identify
new or improved solutions that meet the evolving needs of our addressable markets.

More than 90 percent of our product development organization is engaged in software development. Our principal
software engineering team is located at our headquarters in Seattle, Washington. Product development for APM and
PEM is located in San Jose, California. ASM, Traffix SDC and Versafe product development is located in Tel Aviv,
Israel. Our hardware engineering team is located in Spokane, Washington, San Jose and Tel Aviv. In addition, we
recently opened a dedicated facility for product testing and quality control in Warsaw, Poland.

Members of all our product development teams collaborate closely with one another to ensure the interoperability and
performance of our hardware and software systems.

During the fiscal years ended September 30, 2016, 2015 and 2014, we had research and product development
expenses of $334.2 million, $296.6 million, and $263.8 million, respectively.

Customers

Our customers include a wide variety of enterprises and service providers among Fortune 1000 and Busine